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ADS Policy and 
Procedures

https://archaeologydataservice.ac.uk/about/policies/ads-policies-and-procedures/appraisal-and-deaccession-policy/

■ Public facing policy

■ Internal procedures

https://archaeologydataservice.ac.uk/about/policies/ads-policies-and-procedures/appraisal-and-deaccession-policy/


“the core activity of the ADS is the 
long-term digital preservation of 
the data entrusted to our care”

So why are we deleting data?
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Scenarios for data disposal



■ Removal of non-accessioned data and 

incomplete projects

■ Removal or replacement of individual 

files

■ Complete removal of a released dataset

May be asked to remove 
data at any stage of the 
archiving process



1. Documentation of dataset prior to disposal

■ Documentation of correspondence concerning the removal of the dataset

Ensure there is a clear record of why data is being removed

■ Record contents of the dataset by creating a ‘data log’ of the SIP

Ensure there is a clear record of data to be removed 

- checksums, filenames and file sizes

■ Return data to depositor if required



2. Identify where the dataset is published 

■ Remove any download links for the files from the ADS website

■ Update interfaces to explain data has been removed

● A clear message outlining what has happened to the resource, e.g.
○ Resource identified as duplicate of {identifier for other resource}
○ Redacted or requested to be removed by the Publisher/Author
○ Document contains Personal or Sensitive data

● Details of any new persistent identifiers for the dataset alongside terms of 
access for the receiving repository

■ Collection metadata (a full description of the resource) is retained



2. Identify where the dataset is published 

What shouldn’t be removed?

■ Persistent identifiers

■ Collection level metadata

The FAIR principles. Image © SangyaPundirg



3. Identify where the dataset is stored

■ Locate where data is stored

- Consult archiving procedures 

to see storage locations

■ Remove all copies of data from ADS 

servers

■ ‘Admin’ files (email correspondence, 

data log ect.) are retained.

Image © www.digitalbevaring.dk



3. Document the data removal process

■ Update DROID signatures for the collection

■ Update manifest file (filenames and checksums)

■ Record deletion of files as a process in the Collection Management 

System (CMS)



Result of deaccessioning work

■ Deletion process documented and ‘admin’ data retained (correspondence, data log of 

dataset prior to deletion, manifest file documenting dataset after deletion)

■ Webpages that display original collection level metadata, explain what has happened 

to the resource and if it is available elsewhere.



Thoughts for the future …

■ Removal of sensitive data?

■ Embargoes?

■ Previous versions of datasets?
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