
Writing a Digital Preservation Policy
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MANDATE
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High level – not specifics

1- Preservation strategies and acceptable actions
For example, the UKDA (Woollard 2008) preservation policy claims that it is 
committed to ensuring “the reliability and logical integrity of the data collection” but 
that “…some significant properties of a data collection may have to be altered in 
order to ensure a level of software independence”

2- Decisions about the digital objects
For example, also from the UKDA Policy: “When there is a new edition of a data 
collection, all descriptive and structural metadata must be recreated, and the old file 
and the previous AIP and DIPs retained within the preservation system and identified 
as not for issue.”

3- Standards: how they are selected and applied but not necessarily naming specific 
standards
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For example “HathiTrust employs a number of strategies to ensure the long-term 
integrity of deposited materials. These include: … Reliance on standards for metadata 
such as METS and PREMIS (see HathiTrust Digital Object Specifications)”

4- Resourcing
For Example, Dartmouth College Library:’s policy states under a ‘Sustainability’ 
heading: “Digital preservation activities will be planned and implemented in ways 
that best manage current college resources and can be sustained into the future. 
Future access to digital resources cannot be assured without institutional 
commitment to necessary resources.”
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https://www.hathitrust.org/digital_object_specifications


Try to emphasise how digital preservation benefits other areas of policy within your 
organisation
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Fig. II.2.16 Policy Domain Concept Map: Policies’ Hierarchy 

The Policy concept represents the set or sets of conditions, rules, terms and
regulations governing every single aspect of the Digital Library service including
acceptable user behaviour, digital rights management, privacy and confidentiality, 
charges to users, and collection formation. Policies may be defined within the Digital 
Library or be superimposed by the Institution establishing the Digital Library, or
outside of that (e.g., Policy governing our Society). The policies can be extrinsic or
intrinsic policies.

Definition of new policies and re-definition of older policies, is part of the policy-
related functionality that must be supported by a Digital Library. This concept is
fundamental to characterise the Digital Library universe because it captures the rules
and conditions regulating the overall Organisation.
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Preservation Objectives: These objectives are very similar to the principle statement 
but tie in more with the actual preservation process itself. For example, the Inter-
University Consortium for Political and Social Research (ICPSR) (McGovern 2007) 
states under ‘Administrative Responsibility/Objectives’ that it will “Maintain a 
comprehensive and responsive digital preservation program that identifies, acquires, 
verifies, archives, and distributes core social science digital assets”
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Specifically policy statements addressing preservation actions

1. Authenticity
1.1 Integrity 

Ex. Parliamentary Records: “The record must be maintained to ensure that it is 
complete, and protected against unauthorised or accidental alteration. In this Policy, 
integrity is ensured through the bitstream preservation function […], and through the 
provision of metadata to describe all authorised actions undertaken in the course of 
content and bitstream preservation.”

1.2 Reliability
1.3 Provenance

2. Bit Preservation

3. Functional Preservation

4. Digital Object
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5. Metadata

6. Rights

7. Standards

8. Access

9. Organisation

10. Audit and Certification

11



Guidance policies
On this level the organisation describes the general long term preservation goals of 
the organisation for its digital collection(s). One example is that an organisation 
decides that the infrastructure in place to provide digital preservation will be guided 
by the OAIS model.

Preservation Procedure level policies
These policies describe the approach the organisation will take in order to achieve 
the goals as stated on the higher level. They will be detailed enough to be input for 
processes and workflow design but can or will be at the same time concerned with 
the collection in general.

Control Policies
On this level the policies formulate the requirements for a specific collection, a 
specific preservation action or for a specific designated community 
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1. Authenticity
1.1 Integrity 

Ex. Parliamentary Records: “The record must be maintained to ensure that it is 
complete, and protected against unauthorised or accidental alteration. In this Policy, 
integrity is ensured through the bitstream preservation function […], and through the 
provision of metadata to describe all authorised actions undertaken in the course of 
content and bitstream preservation.”
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These policy documents focus on issues relevant to preservation management, even 
if not explicitly related to the preservation process itself, such as: legal conformity, 
protection of intellectual property, formal responsibility, professionalism, 
interoperability, quality, security, accountability, sustainability, retention of policy 
management mechanisms and repository restrictions, and metadata requirements.
This gives rise to the first fundamental challenge of defining the scope and focus of 
our research: what is a policy and, more specifically, what is a policy for digital 
preservation?
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Alphabetical, not hierarchical 
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